	
MUTUAL CONFIDENTIALITY AGREEMENT

[bookmark: _GoBack]This Confidentiality Agreement ("Agreement"), dated Month Day, Year is entered into by and between XXCompany NameXX, having its principal place of business located at XX Company Address XX and TINCheck, Inc., having its principal place of business located at 23901 Calabasas Road, Suite 2080, Calabasas, CA 91302 individually referred to as a “Party”, collectively referred to as “the Parties”.

	WHEREAS, both parties are interested in entering into discussions regarding a potential business relationship;

	WHEREAS, both parties may make available to the other Party certain technical or business information deemed proprietary or confidential during the course of such discussions;

	WHEREAS, both parties seek to maintain the confidentiality of such information that they disclose; and

	WHEREAS, both parties desire that any agreement executed between them as a result of such discussions incorporate the confidentiality provisions contained herein.

	NOW, THEREFORE, in consideration of the promises and the mutual agreements herein contained, and for other good and valuable consideration (the receipt and sufficiency of which are hereby acknowledged), the parties hereto agree as follows:

1. The Parties acknowledge that in the course of discussions and pursuant to any subsequent agreement between them, each Party may make Confidential Data available to the other Party or may otherwise learn of trade secret or confidential information of the other Party (collectively, hereinafter "Confidential Data").  Confidential Data includes all information not generally known or used by others and which gives, or may give, a Party an advantage over its competitors or which could cause injury, embarrassment, or loss of reputation or goodwill if disclosed.  Such information includes, but is not necessarily limited to, data which identify or concern past, current or potential customers, information about business practices, financial results, research, development, systems and plans; and/or certain information and material identified by a Party as "Confidential"; and/or data one Party furnishes to the other Party from its database or third Party vendors; and/or data received from one Party and enhanced by the other Party. Confidential Data may be written, oral, recorded, or on tapes, disks or other electronic media.  Because of the sensitive nature of the information that the Parties and their respective personnel may become aware of as a result of this Agreement, the intent of the Parties is that these provisions be interpreted as broadly as possible to protect Confidential Data.

2. Each Party acknowledges that all Confidential Data furnished by the other Party is considered a proprietary trade secret and is a matter of strict confidentiality.  Each Party also acknowledges that the unauthorized use or disclosure of Confidential Data of the other Party will cause irreparable harm to the other Party. Accordingly, each Party agrees that the other Party shall be entitled to seek equitable relief, including injunction and specific performance without the necessity of posting a bond, in addition to all other remedies available at law or in equity for any threatened or actual breach of this Agreement.

3. Each Party agrees that it will employ the same security measures to Confidential Data received from the other Party that it would apply to its own comparable confidential information (but in no event less than a reasonable degree of care in handling Confidential Data).  Without limiting the generality of the foregoing, that except as specifically permitted in this Agreement, each Party further agrees that it will not distribute, disclose or convey to third parties any Confidential Data.

4. Each Party further agrees that a) only its employees with a defined need to know shall be granted access to Confidential Data and only after they have been informed of the confidential nature of the Confidential Data; b) Confidential Data shall not be distributed, disclosed or conveyed to any consultant or subcontractor retained by it except upon the other Party's prior written approval, which shall be conditioned on such consultant or subcontractors agreeing to be bound by the terms of this Agreement; c) no copies or reproductions shall be made of any Confidential Data of the other Party except to effectuate the purpose of these discussions or with the written consent of the other Party; d) it shall not make use of any Confidential Data for its own benefit or for the benefit of any third Party.

5.  Each Party agrees that, should third parties request the Party or its consultants or subcontractors to submit Confidential Data of the other Party to them pursuant to subpoena, summons, search warrant or governmental order, it will notify the other Party immediately upon receipt of such request.  Notice shall be forwarded via overnight courier by receiving Party to other Party no later than three (3) business days after receipt by receiving Party.  If the other Party objects to the release of the Confidential Data, the Party receiving the request will permit counsel chosen by the other Party to represent it in order to resist release of the Confidential Data.  The Party resisting the release of such Confidential Data will indemnify the other Party for any expenses incurred by it in connection with resisting the release of the Confidential Data.

6. Each party agrees to indemnify, defend and hold the other party and its subsidiaries and affiliates harmless from and against any and all liabilities, actions, claims, demands, liens, losses, damages, judgments, expenses and loss of business or profits, including reasonable attorney’s fees, that may arise from the unauthorized disclosure to third parties, or the unauthorized use of Confidential Data by the indemnifying party and its employees or by its consultants or subcontractors.

7. The obligations set forth in paragraphs 1 through 6 above shall not apply to a) Confidential Data 1) which has become well known in the trade; 2) which was disclosed to a Party by a third party not under an obligation of confidentiality to the other Party; 3) which was independently developed by a Party not otherwise in violation or breach of this Agreement or any other confidentiality obligation to the other Party; 4) which was rightfully known to a Party prior to entering into this Agreement; or b) any disclosure specifically authorized in writing by a Party.

8. Each Party agrees that all Confidential Data received from the other Party shall at all times remain the sole property of that Party and shall be returned to the Party immediately upon demand or upon termination of any business relationship between the parties.  No rights or licenses, express or implied, are granted by one Party to the other under any patents, copyrights, trade secrets or other proprietary rights as a result of or related to this Agreement.

9. Each Party agrees that without the other Party's written consent, it will not use the name, service marks, or trademarks of such other Party or any of its affiliated companies or reveal the existence of this Agreement or the terms or conditions thereof.

10. The disclosure or receipt of information hereunder in no way obligates either Party to enter into any business relationship with the other Party and does not preclude either Party from entering into discussions or agreements of any kind whatsoever with any other Party, provided that such discussions or agreements do not violate any provisions of this Agreement or any other agreement between the parties.

11. No term or provision hereof shall be deemed waived and no breach excused, unless such waiver or consent shall be in writing and signed by the Party claimed to have waived or consented.  Any consent by any Party to, or waiver of, a breach by the other, whether express or implied, shall not constitute consent to, a waiver of, or excuse for any different or subsequent breach.

12. This Agreement shall be governed by the internal laws of the State of California, without regard for conflict of laws principles.  In the event that either Party pursues legal action against the other to enforce or protect its rights under this Agreement, the parties agree that the federal or state courts of Los Angeles County Court in the North Valley District in California shall have sole and exclusive jurisdiction over the matter.  The parties agree that the prevailing Party herein shall be entitled to recover its costs, disbursements, and reasonable attorney's fees following a final judgment from the non-prevailing Party.

13. This Agreement is effective on the date first written above or on the date when Confidential Data is first disclosed, whichever occurs first.

14. Any provision of this Agreement which is prohibited or unenforceable in any jurisdiction shall, as to such jurisdiction, be ineffective to the extent of such prohibition or unenforceability without invalidating the remaining provisions hereof.  Any such prohibition or unenforceability in any jurisdiction shall not invalidate or render unenforceable such provision in any other jurisdiction.

15. The obligations of each Party set out in paragraphs 1 through 14 above shall survive the termination of this Agreement and the return of any Confidential Data.

IN WITNESS WHEREOF, the parties hereto have caused this Agreement to be executed by their duly authorized representatives as of the day and year first above written.


TINCheck, Inc.	XX Company Name XX


By: ______________________________	By:  _____________________________

Typed Name: ______________________	Typed Name:  _____________________

Title: _____________________________	Title:  ____________________________

Date: _____________________________	Date:  ____________________________
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